Creating Policy for SUS on a NT4.0 Domain

1. Download sus.adm from http://gorelov-sergey.narod.ru/SUS/sus.adm or http://www.nicholas.k12.ky.us/tech/sus and copy it to the winnt directory on your PDC.
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2. Open up System Policy Editor in the Administrative Tools.

3. Click on Options and then Policy Template.
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4. If you are not using any other system policy in your district, then select and remove any other ADM file that is listed.  If you are using system policies, then make sure all of the ADM files that you are currently using are selected.

5. Click Add and browse to your WINNT directory and select the sus.adm.
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6. Click Open, then OK.

7. Click on File and then New Policy or open your current ntconfig.pol if you are already using system policies.
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8. Click on Edit, and Add Computer.  You will want to add the names of all of the computers that you Do Not want to update from the SUS server.  This will also include the name of the new domain controllers after your AD migration.  All of the new domain controllers have standardized names.  For example, in Nicholas county, our two domain controllers are named ED455000D1 and ED455000G1 with the 455 being the district number.
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9. After adding all of the computers that you do not want to update, double click on Default Computer.

10. You will see System Update Server Settings, click on the plus next to it.
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11. After clicking the plus, you will see the options available.  Check the box next to Windows Update Server.

12. In the Settings for Windows Update Server there are two things listed, the Windows Update Server, and the Windows Update Status Server.  In most cases, you will put the same address in both boxes.

13. Type in the name of your SUS server.  You can out it in as HTTP://NETBIOSNAME, or if you have a full DNS name created for your SUS server you can type that address in too.

14. Now check the box next to Client Settings.
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15. In most cases, you will want to check all of these boxes.  The first box is for a setting that prevents the computer from automatically restarting if a user is logged in.  The second check box turns on Automatic Updates.  The third box tells the system to automatically download the updates and schedule the install.  The fourth box tells the system to use the local SUS server that you specified earlier.  The sixth box lets you select the time that you want the scheduled updates to install.

16. The Automatic Update Service and the BITS Service boxes will set these services to automatic if those services have been disabled for some reason.  If you check these boxes, it will set these services to automatically start up when the computer starts. 
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17. Now, click on OK, then click on File, then Save As.  Save the file to the netlogon share on your PDC.  Name the file ntconfig.pol.  Now your client machines should pull in the settings to access the SUS server.  You can check to see if the settings are there by opening up regedit and going to [HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows].  There will be a sub key called Windowsupdate.  All of the settings that you specified will be listed there.

